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September has been an exciting and eventful month for us, filled with new

beginnings and key milestones in our cybersecurity journey. Here's a quick
glimpse of what's new at HKIT:

CONTACT US: www.hkitsecurity.com



https://www.hkitsecurity.com/

@ New Brand Identity —

Launch of Our New Logo

We are thrilled to unveil the new logo of HKIT Security Solutions, marking a
significant step In our brand evolution. The refreshed design reflects our
commitment to innovation, trust, and excellence in the field of cybersecurity. This
new look aligns with our mission to deliver next-generation security solutions with
renewed energy and vision.

New Websites for India & Singapore @

We proudly launched our new and improved websites for both India and Singapore this
month.

The updated sites offer a modern interface, enhanced user experience, and detailed
Insights into our cybersecurity services and solutions.

Visit us at:
== WWW.hkitsecuritys.com
www.hkitsecurity.sg

Compliance Certification Audits
(1SO 27001:2022, SOC2 Type2 & More)

Services We're Providing to
Our Customers
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@ RIL Vadodara — Cyber Security Awareness Session

HKIT Security Solutions conducted an insightful Cyber Security Awareness
Session at Reliance Industries Limited, Vadodara, focusing on cyber attacks,
incident prevention, and OT (Operational Technology) security. The session
aimed to enhance employee awareness on emerging threats, industrial system
vulnerabilities, and practical defense strategies to strengthen RIL's overall cyber

resilience.

DPDPA Update — Compliance & Awareness

With the Digital Personal Data Protection
Act (DPDPA) compliance deadline
approaching, highlighted the
Importance of timely implementation and
shared insights on the potential penalties
of up to ¥250 crores for non-compliance.
Our awareness post reached a wide
audience, reinforcing HKIT's commitment
to promoting data protection and
regulatory readiness across industries.

we

CONTACT US:

Expected Dead-Line close by

News:

The Centre intends to notify and
begin implementing the Digital
Personal Data Protection Rules
(DPDP Rules) well before the next
session of Parliament, minister of
electronics  and information
technology  (MeitY¥)  Ashwini
Vaishnaw said in an interview
to Moneycontrol. The almost-
ready rules aim to operationalise
the Digital Personal Data
Protection (DPDP) Act, 2023.

* DPDPA is law which
needs to be adhered
100%

DPDPA to be adhered by all companies and
individuals who deal with personal data of

Indian Citizen

Penalty
up to

250
Crores

Consult with Dr. Harsha, Certified
Privacy Assessor (DSCI),
who is authorized to conduct
assessment and ensure companies are
Comply.

Contact +91-9845568869

+91-9980906440
Visit https://hkitsecurity.com
https://hkitsecurity.sg
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Article on Cyber Security Published in The
Prime Today Magazine

Featured in Prime Today Magazine, Dr. Harsha is recognized for choosing the
unconventional path in cybersecurity, mentoring future experts, and
safeguarding critical digital infrastructure.
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FOUNDER AND
CHIEF CYBER DEFEMCE ADWISOR

HKIT SECURITY SOLUTIONS

Dr. HARSHA
ETHENNARASU

THE CYBER SENTINEL WHO CHOSE THE ROAD LESS TAKEN

Windows 10 End of Support — Security Reminder from Dr. Harsha

Microsoft will end support for Windows
10 on 14 October 2025, meaning no more
security updates or patches. Systems
left unpatched may become easy targets
for cyber threats.

Dr. Harsha E Thennarasu, Chief Cyber
Defense Advisor, emphasizes the
importance of regular security patching
and recommends enrolling in Extended
Security Updates (ESU) if migration to
Windows 11 isn’t immediate.

“Failing to apply security patches
gives hackers an open door.”

CONTACT US:

“Stop hackers in their tracks with regular security patching”

Windows 10 end of support

Windows 10 will reach its end of

support on 14 October 2025.
After this date, Microsoft will no
longer provide software updates,
security fixes or technical
assistance to Windows 10 PCs.

If unable to upgrade, what

is alternate options

If you need more time to move
to Windows 11, we recommend
you to enrol your Windows 10
device in ESU (Extended Security
Updates). You can enrol in ESU
any time until the programme
ends on 13 October, 2026.

Failing to apply security patches gives hackers an open door." — From The Desk of
Dr. Harsha, Chief Cyber Defense Advisor
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